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lished related work.
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1 Clarification

In [2], we proposed a modification of AODV that ex-
plains functionality in the form of flow-charts; the
PEAK value is calculated by RREP sequence number,
routing table sequence number and number of replies
that gives lower detection rate for malicious nodes,
while in [1] PEAK value is calculated by number of
sent out RREQs, number of received RREPs and rout-
ing table sequence number giving higher detection rate
for malicious nodes. Thus, the key part of algorithm
is completely different from the one discussed in [2].
Moreover, in [2] the proposal is discussed without any
theoretical analysis and simulation results, while in [1],
we thoroughly describe the background with various
simulation results along with their analysis for differ-
ent network parameters.

In [3], R-AODV protocol to protect MANET against
Grayhole attack is tested in ideal conditions while the
work in [1] extends the work by considering practi-
cal scenarios under different network conditions; in
[3], simulations are done in ideal conditions assuming
nearly 100 per cent PDR while in [1] simulations are
carried out assuming real world scenarios. The paper
[1] discusses the R-AODV protocol in detail and de-

picts that the approach can be equally applied to Black-
hole attack; moreover, it includes results for Blackhole
attack which was not tested in [3]. In [3], simulations
are carried out with only one network parameter which
is Network Size, while the paper [1] contains simulation
results with five different parameters such as Network
Size, Pause Time, Mobility, Traffic Load and Multiple
Attackers; we analyze our approach with more results
and more graphs. Thus, the R-AODV protocol is ex-
haustively tested with various network conditions under
Blackhole and Grayhole attacks.
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